ACTION TRACKING APPENDIX 1
ACTION TRACKING FOR THE CORPORATE RESOURCES OVERVIEW & SCRUTINY COMMITTEE
Meeting Date | Agenda item Action Required Action Action taken Status
Officer(s)
18.05.2023 8. Employment and The Corporate Manager, People and | Corporate Data to be circulated to the | Open
Workforce End of Year | Organisational Development agreed Manager, People | committee when it
Update to share analysis on the full range of |and becomes available.
data when it is published in Organisational
Development
September.
Review data on voluntary school staff | Corporate Update to be provided Open —
leavers to establish if information is | Manager, People | when the next report is report due
available on the proportion leavingto |and I presented to committee. at
work at another school as opposed to Organisationa ovember
. . ) Development Committee
departing the education professional
altogether.
In relation to staff turnover, Corporate Update to be provided Open —
comparison to similar authorities was | Manager, People | when the next report is report due
requested to be provided. and presented to committee. at
Organisational November
Development Committee
14.09.2023 9. Revenue Budget Request for a cost breakdown Chief Officer Open
Monitoring 2023/24 additional allocation for hybrid (Governance)
I(DMonth 4) anl\c/ll Cgtpltgl meeting equipment in the Delyn
rogramme Monitoring . .
2023/24 (Month 4) Room to consider whether this
represented value for money.




ACTION TRACKING APPENDIX 1
Meeting Date | Agenda item Action Required Action Action taken Status
Officer(s)
12.10.2023 7. Budget 2024/25 - That a letter is sent on behalf of the Chief Executive Open
Stage 2 Council to the Welsh Government, and Chief Officer
Home Office and Audit Wales to (Governance)
request the power of precept for the
North Wales Fire & Rescue Authority
in Flintshire.
9. Cyber Resilience That an email be sent to all Members, | Democratic Open
advising them to complete the ‘Cyber | Services
Ninja’ course by year-end to help Manager
reduce the risk of cyber breaches




